
 

Commonwealth Sentinel Cyber Security Grant 
for Kentucky Non-Profits 

As large companies invest billions to hardening their cyber security defenses, cyber 
criminals have adapted by attacking smaller organizations with fewer resources to 
protect themselves. Not a week goes by without a news story about new ransomware 
attacks against small businesses, local governments, and even charities. 

The FBI predicts damage from cyber attacks will top $6 billion in 2021. These attacks 
cost time, money, and damage to an organization’s reputation. 

During 2020, non-profit contributions were down, and staff worked from home.  This 
opened organizations to more significant cyber risks.  

Commonwealth Sentinel will select at least three non-profits to receive a Vulnerability 
and Threat Evaluation along with a detailed plan of actions to improve the 
organizations’ cyber health and one year of Dark Web and network monitoring. 

TIMELINE 

Closing of Application Period: April 16, 2021 

Applicant Interviews: April 19 – April 28, 2021 

Recipients Announced:  April 30, 2021 

Work will be conducted through 2021  

 

CONTACT INFORMATION 

Name of Organization: __________________________________________________ 

Federal Tax ID#: _______________________________________________________ 

Mailing Address: _______________________________________________________  

Physical Location: ______________________________________________________ 

Phone Number: _______________________________________________________ 

Web Site: _____________________________________________________________ 

Social Media: __________________________________________________________ 

_____________________________________________________________________ 

Contact Person: ________________________________________________________ 

Email Address: _________________________________________________________ 

Phone Number: ________________________________________________________ 

Number of Employees: __________________________________________________ 

Do employees work from home full or part-time: _______________________________ 



 
________________________________________________________________________ 

What is your organization’s mission:  _________________________________________ 

________________________________________________________________________ 

________________________________________________________________________ 

Annual Income: __________________________________________________________ 

Amount spent on programs: ________________________________________________  

How will receiving this grant impact your organization: ___________________________ 

________________________________________________________________________ 

________________________________________________________________________ 

________________________________________________________________________ 

How has COVID affected your IT needs: _______________________________________ 

________________________________________________________________________ 

________________________________________________________________________ 

How has COVID affected your organization overall: ______________________________ 

________________________________________________________________________ 

________________________________________________________________________ 

________________________________________________________________________ 

 

YOUR ORGANIZATION’S IT 

Number of Devices that connect to your network: (i.e., Desktops, laptops, tablets, etc)   

__________1-5  ___________ 6-15  __________16-30    ________30+   

Number of Servers?  

__________0  ______________1-3   _______________4-10    _____________10+ 

How do you acess the internet: ______________________________________________ 

________________________________________________________________________ 

________________________________________________________________________ 

Does your organization have to adhere to outside privacy or security compliance 
standards? If yes, which: __________________________________________________ 

_______________________________________________________________________ 

_______________________________________________________________________   

Are you aware of any cyber incidents that have affected your organization?   

_______________________________________________________________________ 



 
_______________________________________________________________________ 

_______________________________________________________________________ 

_______________________________________________________________________ 

How does your organization deal with day-to-day IT needs? 

_______ Staff with other non-IT duties    ______ Full-time staff with only IT duties 

_______ Outside vendor as needed       _______ Outside vendor on a regular contract  

 

Anything else you would like to share: _______________________________________ 

_______________________________________________________________________ 

_______________________________________________________________________ 

_______________________________________________________________________ 

_______________________________________________________________________ 

 

Please include any other information you may think is relevant. 

 

Applications must be received by COB on April 16, 2021 

 

You can submit your application by U.S. Mail or email to 
Kim@CommonwealthSentinel.com 


